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This document is an extension of our SecurID Privacy Statement, and applies exclusively to the SecurID Authenticator for iOS and Android application.

Personal Information/Personal Data We Collect

The Personal Information/Personal Data that we collect and store about you within SecurID systems is the email address used during the registration process.

We use your email address:

• to authenticate you, in relation with the information provided by your employer / organization.

• to help you connect with customer service and technical support regarding any issues or concerns.

Use of cookies

The application does not use cookies.

Usage Data

When starting the application for the first time, the user may decide to allow the application to collect usage data. The user has the discretion to change his or her decision by disabling this feature at any time.

Usage data collected includes the IP address, which is then anonymized by Google Analytics for Firebase before any storage. The full IP address is stored neither by SecurID nor by Google. The anonymized usage data, which is not linked or linkable to an individual, is used to help SecurID improve and further develop the application.

This information is not and should not be construed as legal advice, assistance, or guidance. Users should seek advice from their legal counsel if they have questions regarding privacy laws.